Technologies to Support Rural Security and Emergency Preparedness Planning

Rural transit providers encounter many challenges to meet their objective to provide effective, safe, and secure transportation for the surrounding community for which they serve.  In addition to mobility issues and constant funding considerations, rural transit operators are also impacted by the call for heightened security levels and emergency response preparedness. 

In conjunction with the planning and documentation of security and emergency management programs, the development of enhanced procedures and protocols to support security and emergency management goals and objectives, and increased outreach and training with local first responders, rural transit providers are also looking for effective tools to support these new levels of threat and vulnerability mitigation and management. 

This supplement to the Ohio Department of Transportation’s (ODOT) Office of Public Transit’s Security and Emergency Preparedness Initiative and training has been developed to provide rural transit operators with an overview of the existing technologies that are most commonly implemented in transit to support security and emergency management programs.  The technologies identified in this document are briefly described and do not in any way represent the entire security and emergency preparedness technology industry.  However, readers are provided with a resource that identifies technologies that can be implemented to support security and emergency services planning.  This supplement addresses technologies within:

· Access Control

· Cameras, Surveillance, and Alarms

· Security Materials

· Emergency Communications

· ITS

Finally, web site references are included to provide easy access to sites that promote security and emergency management technologies in the transit industry.   

Access Control – Facility Entrance/Exit

Integrated Electrical Access Control Systems

Electrical access control units provide a means of controlling the secure access of individuals through internal and external doors within a facility. The system operates by dedicating one ACU to each door, which provides the maximum flexibility and security. The capabilities of the ACU allow for restricted access to individual employees at particular times of the day or days of the week, thus preventing unauthorized access.   The electrical ACU is often used in conjunction with:

Magnetic Card/Readers 

Card reader technology is used to identify authorized entry into your facility, based on a schedule, active status or authorization by site or reader. The card reader system is used in conjunction with control software at a host PC. Together they provide a unique card identity for each card holder where access can be controlled, monitored and tracked.

Magnetically encoded badges look very similar to a standard bank issued credit card. Although there are physically three different magnetic tracks that can be encoded and read, ABA track 2 is most common. The fact that magnetic cards are difficult to modify or copy, is the main appeal of this technology. The magnetic strip is applied by the card manufacturer.

The host PC collects all the data transferred from the ACU and provides updated validation table downloads at regular intervals. The units log all valid swipes and also invalid attempts.

Proximity Readers/Card/Keyfobs

Proximity technology uses radio frequency (RF) to activate a passive "chip" which is embedded in a card or a key fob, which contains an alphanumeric code representing the identification number. As the reader radiates a "field" the employee does not have to actually make contact with the reader. Proximity badges and keyfobs are almost impossible to copy and thus are quite often the preferred technology for high security access control operations.  Proximity readers are maintenance free, with no parts to wear out or adjust. They also can be secured from vandalism inside a building, behind glass, or inside walls.

Proximity Readers utilize either proximity cards or proximity keyfobs. The reader will reject all data that does not match its format. Just because the card sends its data to the reader does not mean the reader will accept it.  The electronic components within the card get their power from the Proximity Reader. An unlimited number of reads can be performed. There is no battery that can wear out or fail. Passive proximity cards, unless they are physically abused, will last virtually forever since they never need to rub or touch the reader. 

Proximity cards are more convenient to use than other card technologies. They do not need to be aligned with slots, slid at a certain speed, placed into a narrow opening, or cleverly handled. Simply hold a proximity card in front of the reader to activate the system.

Biometric Fingerprint Systems

Biometric Fingerprint Systems verify employees' identities in less than one second, based on the unique size and shape of their hands. These systems notify each user of a match using red and green indicator lights. If user attempts to use the system during an unauthorized time or day, the system will display "time restriction".  Because your hand is the employee’s card, biometric fingerprint systems allow access only to authorized users without the hassles of a card or a key. By eliminating cards, agencies can reduce administrative costs while greatly increasing the level of security.  

Keyless Entry Systems 

In general, there is a wide range of controllers that replace conventional locks and keys.  Typically, single door controllers that are keypad programmable or PC-based can be networked within a system to handle over a hundred doors on one modem node.  Controller models range from 25 users up to 80,000 users.  These models communicate with multi-technology credentials such as touch key, proximity cards and tags, keypads, swipe, RFID, barcode, hand geometry, fingerprint and retina scan.

Management software on a Windows-based platform enables the user to set up time zones, levels of entry, lock/unlock times, holiday schedule, anti-passback and capture upwards of 3,000 events stored in buffer.  Adding and deleting credentials are done in a matter of seconds at a building site or remotely via modem.

Telephone Entry Systems 

Operating on the existing telephone network, the agency's telephone becomes an intercom to visitors at the entrance - with the same crispness and clarity of a typical telephone call.

Alphanumeric Code Entry Systems

Alphanumeric Code Entry Systems use a Personal Identification Number (PIN) punched into a touch-sensitive alphanumeric keypad. PIN entry systems are used primarily in support facilities, machine shops, and inventory control rooms. A simple four digit PIN entry system provides thousands of possible combinations to be utilized by employees with differing levels of access. Both magnetic card readers and PIN entry systems provide full audit capabilities to trace employee entrance/exit.

Video Entry Systems 

A video intercom affords the agency the highest level of security to qualify a visitor prior to unlocking the controlled door.

Magnetic Locks

Magnetic locks are available in a wide variety of models for single door, double door, split armature and gate applications, with holding forces ranging from 300 to 1500 pounds.  Magnetic locks can be seamlessly interfaced with other access control systems and offer a high level of security. Magnetic Locks are available for both in swing or out swing doors.  

Electric Strikes

Electrical strikes are compatible with virtually all common locksets and are available in standard Fail-Secure or optional Fail-Safe configurations.  Electric strikes are also available in a variety of models to accommodate varying door frames and security needs and can also be seamlessly interfaced with access control systems.

Exit Devices  

Exit devices allow free egress through a locked door.  Mechanical hardware is often used for egress through low security doors using electric strikes.  Where magnetic locks are used or in when security is a higher concern, exit devices are preferred and may be no more than simple push buttons up to more advanced electronic switching panic bars.

Stand-alone Lock Systems

Manually operated locks are commonly used to secure transit facilities. The cost-effectiveness of this particular approach ensures that it is the most popular method of access control. Manually-operated locks are often referred to as "stand-alone security devices" and can be placed into four basic categories:

· Pin and tumbler (the key lock, which because of its simplicity, cost, reliability, and acceptance is the most popular method for securing a door in the transit environment),

· Combination locks (moveable dials with a series of disk shaped tumblers, used to secure gates, cabinets, storage facilities, tool storage containers, power substations, wayside facilities, and doors),

· Keypad/Push-Button Locks (numbered push-buttons must be pushed in the right combination to open the lock -- used for access to certain restricted facilities, restrooms, and storage areas), and

· Cardkey readers (battery operated devices which read cards encoded with magnetic stripes; distinct from an electronic magnetic swipe card reader in that it is not connected to an operating system and must be managed manually at the unit -- used primarily in the transit environment for administrative access restrictions and inventory access control

Interior Intrusion-Detection Sensors

Interior intrusion-detection sensors are devices used to detect unauthorized entry into specific areas or volumetric spaces within a building. These sensors are usually not designed to be weatherproof or rugged enough to survive an outdoor environment. Therefore, this type of sensor should not be used outdoors unless described by the manufacturer as suitable for outdoor use.

Interior intrusion-detection sensors generally perform one of three detection functions—detection of an intruder penetrating the boundary of a protected area, detection of intruder motion within a protected area, and detection of an intruder touching or lifting an asset within a protected area. Therefore, interior sensors are commonly classified as boundary-penetration sensors, volumetric motion sensors, and point sensors.  The following represents a listing of the most common interior intrusion-detection technology by category:

Boundary-Penetration Sensors

· Structural-Vibration Sensors 

· Glass-Breakage Sensors

· Passive Ultrasonic Sensors 

· Balanced Magnetic Switches 

· Grid-Wire Sensors

Volumetric motion sensors

· Microwave Motion Sensors

· Interior Microwave Motion Sensors

· PIR Motion Sensors

· Dual-Technology Sensors

· Video Motion Sensors

Point Sensors 

· Point sensors 

· Duress-Alarm Devices 

Exterior Intrusion-Detection Sensors

Exterior intrusion-detection sensors are customarily used to detect an intruder crossing the boundary of a protected area. They can also be used in clear zones between fences or around buildings, or for protecting materials and equipment stored outdoors within a protected boundary.  Exterior sensors are designed to operate in outdoor environmental conditions. The detection function must be performed with a minimum of unwanted alarms such as those caused by wind, rain, ice, standing water, blowing debris, animals, and other sources. 

Fence sensors

· Detect attempts to penetrate a fence around a protected area. Penetration attempts (such as climbing, cutting, or lifting) generate mechanical vibrations and stresses in fence fabric and posts that are usually different than those caused by natural phenomena like wind and rain. The basic types of sensors used to detect these vibrations and stresses are strain-sensitive cable, taut wire, and fiber optics. Other types of fence sensors detect penetration attempts by sensing changes in an electric field or in capacitance. 

Buried line sensors 

· A buried-line sensor system consists of detection probes or cable buried in the ground, typically between two fences that form an isolation zone. These devices are wired to an electronic processing unit. The processing unit generates an alarm if an intruder passes through the detection field. 
Line of Sight Sensors

· Mounted above ground, can be either active or passive. Active sensors generate a beam of energy and detect changes in the received energy that an intruder causes by penetrating the beam. Each sensor consists of a transmitter and a receiver and can be in a monostatic or bistatic configuration. Passive sensors generate no beam of energy; they simply look for changes in the thermal characteristics of their field of view. For effective detection, the terrain within the detection zone must be flat and free of obstacles and vegetation.

Video motion sensors

· Generates an alarm whenever an intruder enters a selected portion of a CCTV camera's field of view. The sensor processes and compares successive images from the camera and generates an alarm if differences between the images satisfy predefined criteria. Digital devices convert selected portions of the analog video signal into digital data that are compared with data converted previously; if differences exceed preset limits, an alarm is generated.

Camera Surveillance, Recording & Alarms

Closed Circuit Television (CCTV) Surveillance establishes surveillance/visibility to enhance monitoring of an area/facility and/or transit vehicles.  Whether the CCTV system is being utilized for mobile surveillance or facility surveillance, many of the system components are similar (cameras, recording medium, etc.).  The most obvious exception is the transmission medium (with the exception of wireless technology).  Agencies implement formal surveillance through CCTV to support efforts to deter those with criminal intent, to reassure passengers that the area or vehicle is supervised, and to identify offenders and help secure their conviction.  The installation of passenger communication systems can extend the effectiveness of CCTV and of staff in responding to calls for advice or assistance.

CCTV surveillance, whether on-board a transit vehicle or at an agency facility can support implementation in a manner that creates a networked digital video system, simultaneously provides alarming (live), captures and recording of digital video; indexes date, time and event effectively for archival storage. The benefits include:

· Proactive security efforts and alarming that enables appropriate deployment of resources 

· Reduced investigation time

· Remote access to multiple sites

· Maximize coverage with minimal resources

· Reduced recruitment, training costs

· Reliable event and incident identification

· Provides incident alarming and video to command center, or, mobile devices

· Provides tools for investigation, evidence preparation and authentication 

· Provides additional tools of establishing probable cause via biometric resources

Components of the CCTV system include:

· Cameras and Mounting Mechanisms 

· Lenses and sensors (alarms)

· Transmission Systems

· Multiplexers/Monitors

· Housings and Accessories

· Power Sources

· Video and Digital Recording

CCTV Considerations

There are numerous questions and considerations that need to be taken into account prior to the selection and deployment of CCTV technologies.  The largest consideration – as it impacts hardware selection, policy development, transmission medium, and maintenance planning – is that of recording.  It is necessary for the agency to establish policies the following concerns:

· Digital vs. Analog

· Maintenance

· Image Access

· Archiving and Chain of Custody

Security Materials Technology

Security materials technology can be used to support CPTED/SCP techniques and to protect other security technologies.  In general, the use security materials technology can meet the following objectives:

· Control environmental variables that determine the relationship between the station, vehicle, or building, and its users,

· Decrease graffiti and vandalism by using technological materials resistant to tampering and destruction, and 

· Reduce isolation in pathways, stations/terminal, and parking lots through enhanced lighting systems and effective landscape design.

Security materials technology used by agencies includes the following: 

· Cab enclosures

· Lighting

· Landscaping control

· Sacrificial coatings

· Seating materials

· Shelter panel materials

· Fencing

· Temporary barriers

· Signage

· Covers

· Security fasteners

Security materials technology is effective for a number of reasons.  Primarily, they take advantage of subconscious cues in space to direct user behavior.  For this reason, technologies such as lighting systems and graffiti/vandalism sacrificial coatings may actually have a more significant impact on passenger perception than the much more expensive CCTV surveillance systems.  

Further, these technologies, precisely because they are inexpensive, can be tailored to address specific and localized problems.  For example, several RFGS have installed plexiglass covers over public information displays to prevent graffiti and to protect display materials.  These displays allow passengers to find their way around the system more easily, and the clean, well-maintained appearance of the displays improves passenger confidence in system security.

Emergency Communications Systems

Automatic Vehicle Locator (AVL) Systems

AVL systems measure real-time positions of vehicles using onboard computers, electronic tags and a positioning system (such as global positioning system, sign post, or dead-reckoning) and relay the information to a central location.  Transit systems around the country are currently using AVL as the basis for advanced two-way communication, including Mobile Data Systems. There are three basic technologies used to implement AVL: 

· Signpost : A transit system sets up a series of signposts along its fixed routes. When a bus passes a signpost, vehicle data and location are instantly transmitted back to a central location. 

· Benefits: Proven technology 

· Drawbacks: Limited to fixed-route operation, no two-way communication, high maintenance 

· Land-based Radio : (Also known as LORAN) The transit system sets up receivers and transmitters at a central location and in each vehicle through which the two can communicate: 

· Benefits: Two-way communication, simple technology, not constrained to a set of routes 

· Drawbacks: Susceptible to interference from power lines, difficult to use around tall buildings or mountainous landscapes. 

· Global Positioning System (GPS): The transit system sets up a satellite receiver in each vehicle; the receiver scans the signals from as many satellites as it needs to get its position and transmits that position to a central location. 

· Benefits: Not constrained to a set of routes, uses available and relatively cheap technology 

· Drawbacks: Can have some interference from tall buildings 

Within Intelligent Transportation Systems (ITS) or Advanced Public Transportation Systems (APTS), AVL can be applied as follows:

· Region-wide information dissemination systems by radio, computer, and television can provide pre-trip and en-route safety information, such as weather and road conditions. 

· Site-specific safety advisories and warnings can alert motorists of imminent problems. Examples of this technology include: enhanced radar detector for hazard warning, visibility sensors to detect fog and dust, variable speed limits, collision avoidance, work zone detection/intrusion alarms, and rail crossing warnings. 

· Safety surveillance and monitoring of transit vehicles, park and ride lots, and rest areas can promote safety and travelers' personal sense of security. 

· In-vehicle monitoring and detection systems including such items as driver monitoring (for alertness and status), vision enhancement, and perimeter and shoulder detection can reduce accidents. 

In addition, AVL supports emergency services, including:

· Mayday systems can alert dispatchers to location, nature, and extent of a problem (e.g., crash, breakdown, etc.). 

· Advanced dispatching and vehicle-based response systems for use on emergency medical and law enforcement vehicles, disaster response vehicles, and tow trucks can reduce emergency response time. 

· Emergency communication systems to link critical agencies and to provide information to en-route drivers can increase agency coordination.

Mobile Data Systems

Mobile Data Systems take AVL a step further and move the dispatcher/driver relationship into the digital age. Instead of just reporting the vehicle's position, Mobile Data Systems allow for real-time communication between the dispatcher and driver while allowing the driver to operate the vehicle. 

The type of mobile data system most likely to be used in the community transportation arena is one that includes demand response components or some sort of subscription service. With the Mobile Data System, the dispatcher can type in the rider's name and address, along with any other information (ambulatory, dialysis patient, etc.) and send it to the vehicle's terminal. The driver can then respond to the dispatch at the earliest safe opportunity, as opposed to pulling off the road and writing down the relevant information. 

Another tremendous advantage of the technology applies to contract riders. Services such as Medicaid pay transit systems by the rider, so an exact accounting of who rode and who did not is crucial. The driver's terminal ensures that the riders' names are spelled correctly, and the driver can easily eliminate a rider from the dispatch queue if the rider will not be riding that day. 

Mobile Data Systems also help in system analysis. The fact that the entire system is digital makes it much easier to do system-wide accounting: the data from each bus is transmitted to a central location where software sorts it in any manner conceivable by contract, by rider age, by origin or destination. The old method required daily data entry to record drivers' handwritten logs, which themselves could contain spelling or other errors. 

Silent Alarms

The Silent Alarm/Emergency Signal feature is a key tool in protecting the safety of the bus driver and passengers, especially with today’s heightened security needs. When the alarm is activated by the driver via a concealed switch, the Mobile Data Terminal (MDT) installed on the bus immediately transmits an emergency alert to the central dispatch center along with a current bus location derived from the on-board Global Positioning Satellite (GPS) system. The dispatch center personnel then pass this alert on to local law enforcement personnel, who can send the closest unit to the bus location. While security is important in any public transit system, it has a special importance in a rural environment where a bus may typically have long runs in secluded and/or sparsely populated areas.

Mayday Systems (9-1-1)

When a traveler needs emergency assistance, a Mayday emergency notification message can be electronically sent from via a vehicle, Personal Information Access Subsystem (PIAS) personal data assistant, or a Remote Traveler Support Subsystem (RTS) kiosk to an Emergency Management (EM) center Subsystem.  The message includes the location of the vehicle or traveler interface unit emergency and the time the message was sent.  It may also include details such as the severity and nature of the emergency.  Typically, an acknowledgement to the Mayday message is provided back to the traveler from the EM center Subsystem to confirm the receipt of the Mayday notification.  The EM-to-Vehicle interface s can allows additional further communication of additional information required for emergency service providers to properly handle the emergency.  Similarly, a transit traveler needing emergency assistance can notify the Transit Management Subsystem (TRMS) electronically from an RTS (which could be a transit stop or a transit kiosk at a stop or in a transit facility).  A similar emergency acknowledgement can occur.  The application area also considers the concept of a secure transit area, where site surveillance sends images from an RTS back to the Transit Management Subsystem.  In this case, the TRMS will send camera configuration and control commands back to the RTS.

The greatest benefit may be realized in rural areas where roadway and traffic characteristics result in greater accident severity overall, and where low volumes and long distances result in increased notification times, response times, and times to receive definitive care.  Wireless services generally include:

· Emergency Services

· Navigation Services

· Information Services

Two-way Radio Communications

Two-way voice communication allows more descriptive and accurate information during real or potential security threats.  For smaller systems unable to upgrade on-board systems, two-way radio communication is essential.  Even for agencies that employ advanced technology capabilities, voice communication is still a mainstay application.

There are a variety of technologies to convey communication signals; each with its own strengths and weaknesses.  Many factors should be considered (e.g., regional terrain, building heights and densities, available radio frequencies, and available service providers).

Intelligent Transportation Systems (ITS)

Intelligent Transportation Systems (ITS) applies advanced communication, information and electronics technology to solve existing transportation problems. Collectively, a broad range of diverse technologies are known as ITS.  In its simplest form, ITS is data and information sharing. 

Where feasible, ITS programs take a "building block" approach to technology. Using computer, telecommunication, aerospace, and defense sensors, as well as other "smart" technologies, upgradeable stand-alone systems can be deployed to provide near-term benefits. Integrating these building blocks will allow for more comprehensive and effective systems further down the evolutionary path. 

Although interest in the application of ITS to rural transportation is a recent development, rural areas encompass a significant portion of the transportation system. Most rural ITS efforts address travel within and through rural environments (communities or areas with less than 50,000 residents). Rural area roads have a unique set of priorities and needs associated with the characteristics of the types of travel upon them and their maintenance and operations. The U.S. Department of Transportation recently published the following rural attributes in their Advanced Rural Transportation Systems (ARTS) Strategic Plan: 

· mix of users (rural and urban travelers) 

· secondary roads with less frequent maintenance 

· steep grades/blind corners/curves/few passing lanes 

· large variance in travel speeds (frequent passing) 

· long distance travel 

· fewer convenient detour options 

· adverse road surface and weather conditions 

· few navigational signs 

· less existing infrastructure (per square mile) 

· light usage/large geographical areas impeding rapid emergency detection and response 

· more motor vehicle deaths with higher frequency of accidents/vehicle mile traveled and more severe accidents than found in urban areas 

· recreational travelers needing traveler information services 

· limited or non-existent public transportation services 

· many, often uncoordinated, providers of transportation mobility services to meet health and human services needs 

· very dispersed systems with high unit costs for service delivery, maintenance, and operations 

US Department of Transportation Intelligent Transportation Systems Web Site

http://www.its.dot.gov/home.htm

Frequently asked questions


What is ITS?
Intelligent Transportation Systems represent the next step in the evolution of the nation's entire transportation system. As information technologies and advances in electronics continue to revolutionize all aspects of our modern-day world, from our homes and offices to our schools and even our recreation, they are also being applied to our transportation network. These technologies include the latest in computers, electronics, communications and safety systems. 

Where can they be applied?
ITS can be applied to our vast transportation infrastructure of highways, streets, and bridges, as well as to a growing number of vehicles, including cars, buses, trucks, and trains. These information and communications technologies can also be used to better manage and improve how transportation providers such as governments, transit agencies and truckers offer services to the public.
How did ITS get started on the Federal level?
ITS became official when, in 1991, recognizing the critical need to address our aging transportation network and its pressing challenges, Congress legislated the ITS program.
What four key principles guide the program?
Those principles are as follows:
(1) To promote the implementation of a technically integrated and jurisdictionally coordinated transportation system across the country;
(2) To support ongoing applied research and technology transfer;
(3) To ensure that newly developed ITS technologies and services are safe and cost-effective; and
(4) To create a new industry by involving and emphasizing the private sector in all aspects of the program.
Is there active participation, if so by whom?
People from dozens of disciplines are actively working to bring about intelligent transportation systems and to foster this industry. Engineers, planners, transit experts, scientists, scholars, doctors, lawyers, elected and other public officials, and average citizens all over the country are getting involved.
Because of this active participation, the ITS program has been able to mature and center its sights on distinct program areas that have a dual focus: intelligent infrastructure and intelligent vehicles. Intelligent infrastructure is geared to satisfying the transportation needs of metropolitan areas, rural areas and the trucking industry. Intelligent vehicles, on the other hand, complement the ITS infrastructure by focusing on safety and information systems for cars, trucks, buses, and trains.
What are the key elements of the ITS metropolitan approach?
Traffic signal control 
Freeway management 
Transit management 
Incident management 
Electronic toll collection 
Electronic fare payment 
Railroad crossings 
Emergency response 

Regional multi-modal traveler information
What are the benefits of the ITS metropolitan approach? 

Advanced traffic surveillance and signal control systems have resulted in travel time improvements ranging from 8 to 25% 

Freeway management systems, primarily through ramp metering, have reduced crashes by 24 to 50% while handling 8 to 22% more traffic at speeds 13 to 48% faster than pre-existing congested conditions. 

Electronic fare payment technologies for transit systems have resulted in increased revenues of 3 to 30% due to fewer evasions. 

Incident management programs can reduce delay associated with congestion caused by incidents by 10 to 45%. 

Electronic toll collection increases capacity by 200 to 300% compared to attended lanes. 

Can you describe ITS for Commercial Vehicles?
ITS applications for commercial vehicles aim to streamline the commercial vehicle safety regulatory system and enhance its effectiveness in the trucking industry. They apply both to truck fleet operators and state regulators. These systems are meant to support a safe and seamless intrastate and interstate transportation system.
Of what is the program for commercial vehicles comprised? 

Electronic clearance 

Automated roadside 

Onboard safety monitoring systems 

Automated administrative processes 

Freight mobility systems 

Hazardous materials incident response 

What are some of the benefits of ITS CVO?
Onboard safety systems, along with electronic clearance and automated roadside safety inspections, are estimated to reduce fatalities by 14 to 32%. 

Cost savings associated with hazardous materials incident response programs are estimated to be $1.7 million annually per state, or $85 million nationwide. 

Automated administrative processes yield benefit/cost ratios of 4:1 for medium-sized carriers and 20:1 for large-sized carriers; and electronic clearance systems have been shown to reduce motor carrier labor costs resulting in a benefit/cost ration of 7:1. 

Freight mobility systems have shown productivity gains for private carriers of sometimes more than 25% per truck per day. 

What about ITS in rural areas?
Many of the solutions offered by ITS in rural areas involve similar approaches to those for urban and commercial vehicle applications. Yet, as applied, they are still distinctly rural in nature.
With what is the rural ITS program concerned?
Traveler safety and security technologies 

Emergency services 

Fleet operations and maintenance systems 

Public traveler and mobility services 

Roadway operations and maintenance technologies 

Tourism and travel information 

Commercial vehicle systems 

What are some of the ITS benefits in the rural area?
Widespread use of Mayday emergency notification devices could reduce the time its takes to discover a rural crash from an average of 9.6 minutes to one minute. 

Advanced lane-keeping and collision-avoidance technologies could prevent 19,000 crashes in rural areas every year due to vehicles running off the road. 

What is the Intelligent Vehicle Initiative?
Where the metropolitan, the commercial vehicle and the rural programs are focused primarily on the ITS infrastructure, the Intelligent Vehicle Initiative aims to accelerate the development and availability of advanced safety and information systems applied to all types of vehicles. The goal is to integrate driver assistance and motorist information functions so that vehicles operate more safely and effectively.
What applications does the IVI cover?
It covers applications for passenger vehicles, commercial trucks, buses, and specialized vehicles, such as snowplows. Other special applications to emergency response, law enforcement, and highway maintenance vehicles are also included. Many of these applications are based on ongoing and recently completed research on crash avoidance, in-vehicle safety and automated highway systems. Continuing research on human factors, and advanced driver warning and vehicle control systems are a major thrust of the IVI.
What is the IVI trying to achieve?
This initiative seeks to bring together public and private stakeholders to ensure that in-vehicle systems are technologically, socially, institutionally and economically viable. Partnerships with the motor vehicle industry and its suppliers, states, government organizations, academic institutions and other interested parties are being aggressively pursued.
What are the benefits of the IVI?
In-vehicle devices addressing lane-change, rear-end and roadway-departure crashes are estimated to offset 1.1 million crashes per year. 

In urban areas, 52,000 crashes could be prevented annually by advanced lane-keeping and collision-avoidance technologies. 

Enhancements in nighttime and bad weather vision applications may significantly improve drivers' abilities to stay in lanes and distinguish hazards in the road. 

What is the Federal role in the ITS program?
The ITS infrastructure is ready now. In fact, ITS products, services and technologies are already being implemented in states and localities around the country. However, only pieces of the ITS infrastructure are being put in at any given time, and in a narrowly focused, piecemeal fashion. These individual applications of ITS technologies are actually fragmenting our transportation networks instead of serving as a bridge to a new era. This pattern brings great long-term risk of electronic "hardening" of these systems. This fragmentation would take decades and billions of dollars to overcome.
To close the gap between the great potential that ITS solutions have to offer and the current state of fragmentation, the United States Department of Transportation is following a five-pronged strategy for encouraging the development of technically integrated and institutionally coordinated intelligent transportation systems.
Showcasing the benefits of ITS
The more exposure people have to useful products and services, the more likely they are to understand, purchase and use them. Approximately one dozen sites around the country have been funded to demonstrate the benefits of the ITS infrastructure. These demonstrations aim to raise awareness of the capabilities of ITS technologies and encourage public-sector officials to embrace and build locally applied ITS infrastructure.
Creating funding incentives
Again, ITS is gaining momentum under existing surface transportation programs, however, not in a consistent, optimal or systematic fashion. Temporary funding incentives have proved to be dramatically effectively in halting fragmentation and fostering technical integration and institutional coordination.
Establishing Technical Standards
Establishing technical standards that are in line with an overall national operating framework -or architecture- is crucial to achieving technical "interoperability" across the nation. In other words, without technical standards, state and local governments, as well as consumers, would risk buying products that do not necessarily work together or work in different parts of the country. By facilitating the creation of technical standards, this risk is minimized and lower consumer prices may result due to increased competition.
Building professional knowledge
When the Interstate highway construction program began, new skills in road building and civil engineering were essential. ITS requires new skills in systems engineering, electronics and communications to become a reality. Because our nation does not currently have a sufficient number of professionals to support the effective delivery of ITS, the Department of Transportation is actively carrying out an ambitious Professional Capacity Building plan for education and training at all levels.
Research
Research provides the basic tools and knowledge required to advance the implementation of ITS and to continue to push the state-of-the-art to new heights. The Federal interest in ongoing ITS research is to lead the development, testing and evaluation of new technologies in order to accelerate their market availability. For ITS, this means saving more lives, more time and more money-more quickly.
